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Enivalentview : Under DDH
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Vanilla ElGamal described above is not CCA-secure !
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Essentially ElGamal where key derived from hash function


